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Incidents Overview

The e-ISuite system allows the user to manage all types of incidents. This
section explains how to perform the following procedures for incidents in the e-
ISuite system:

e Manually add an Incident

e Edit an Incident

e Delete an Incident

e View/Hide Incidents
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Add an Incident

NOTE: Only non-privileged user accounts with a Data Steward Role can create,
edit, delete or manage Incidents.

NOTE: There are three ways in which to add an incident: Manually;
through a ROSS import; or through the use of a Data Transfer file. See the
appropriate sections for further information on the ROSS Import and Data
Transfer processes.

Add an Incident to Enterprise

Follow the steps in this section to manually add an incident to Enterprise:

1. From the Home page click the Incidents button.

Welcometo 7 ISuite

Enterprise

USER INFORMATION

2. The Incidents grid will display.

3. Click Add Incident.

Add Incident |)Add Incident Group | Edit Incidentf

ntT shariatart Dat 1>Jrisdc A l e fault
t Tagae prt Da e.’ prisdiction,, |_gh- Mefaut, 4

4. From the Incident Info tab, enter the Incident information.

5. Select the Event Type from the drop-down list. Use the description that
most closely describes the incident.
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6. Enter the Incident Name as it appears on Resource Orders or as incident
host unit directs. (Discuss with CTSP any issues with incident name not
matching ROSS name for import purposes.)

7. Enter the Incident Number.

NOTE: The Incident Name, Incident Number and Start Date combined uniquely
identify an incident. If there is another incident with the same name, number and
year in the start date, an error message will display and the new incident record
will not be saved.

8. Enter the Country Code, the default is US.

9. Select the Unit ID from the drop-down list. Ask the host unit personnel if
uncertain.

10. Enter the Number as it appears on Resource Orders. Ask host unit
personnel if uncertain. If the number entered is less than six characters, the
system will fill in with leading zeroes in order to reflect six characters (e.g.
56 will be reflected as 000056).

11. Select the Incident Jurisdiction from the drop-down list.

INOTE: The Incident Jurisdiction facilitates cost accrual category decisions.

12. Select the State from the drop-down list.

13. Enter the Start Date or click the calendar icon to select a date. If uncertain,
ask the host unit for date to be used.

14. The End Date should not be filled in until all costs and other activity
associated with the incident have been entered. Enter the End Date or click
the calendar icon to select a date. The host unit Fire Management Officer
or Agency Administrator should specify the end date.

15. Enter any additional information about the incident in the Description box.
This usually refers to the geographic location of the incident or incident
base camp.
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16. Go to the User Access list to add User Accounts to the incident.

Add Incident | Add Incident Group | Edit Incidentincident Group | Delete Incidentincident Group | ROSS import Flnanc'*

"N AN bR

17. Click Save to save the Incident. This will activate the Accounting Code tab.
Accounting Code information is not required prior to saving an incident, but

is required to generate payment documents.

INOTE: An Incident must be Saved to activate the Accounting Code tab.

Adding an Incident to Site

Adding a Site Database

NOTE: Once a Site database has been set up, incident data can be added
manually, imported through a ROSS Import, or by using data from an existing
Enterprise incident with a Data Transfer file copied to a portable media drive.

Follow these instructions for Site Installation and setup:

(These instructions are also included in Getting Started).

NOTE: e-ISuite Site only needs to be installed on the Site server. There is no
need to install it on every computer at the site. All other computers will access
the Site system by entering the appropriate URL into an Internet browser or
double clicking on the e-ISuite Site icon that will display on the computer's
desktop.

1. Go to the e-ISuite webpage (https://eisuite.nwcg.gov)
2. Click on the link for the e-ISuite Site download.

3. Download the Site database.
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4. Save the file to the desktop.

5. When the download is complete, double click on the file on the desktop to
begin the installation process.

6. Click the Install button.

o e-Bufte Setup

Welcome lo e-ISuile Selup

Setp wil Quide you Fyough Tw installation of ¢-[Suite,
It s recommended that you dose all other applicatons
before startng Setup. This wall make it possbie to update
relevant system fles sethout having to reboot your
computer,

Chick Install to start the nstalason,

st | Cancel

7. When the installation is complete, click the Next button.

o e-ISuite Setup [=7 @
Iratallation Complete
Setup was completed successfuly

Completed

Extract: update frewall X9, ond

Extract: update @ite server.omd... 100%
Extract: update site server.sg... 100%
Extract: voredist_xB86.exe

Output folder: C: WWOG'\e-ISute var update
Extract: update and... 100%

Output folder: C:'WWCG

Created unsnstaller: C:IWACGE \earnstal. exe
Completad

1.

8. Click the Finish button when the message displays indicating that e-ISuite
Site has been installed on the computer.
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Completing e-1Suile Selup

e-1Sute has been ratalled on your comouter

Ohck Firtsh to cloge Setup

9. An e-ISuite Site icon will display on the computer's desktop.

Site Account Manager Setup

1. Double click on the e-ISuite Site icon on the desktop, or enter the web
address for e-ISuite Site (received from the CTSP).

2. Accept the warning that displays. After accepting the warning a Create
Account Manager User screen displays.

Warning

Unauthorizec access to this United States Government Computer System and software Is prohibited by Title 18, United States Code 1030. This statute
states that: Whoever knowingly, or intentionally accesses a computer without authorization or exceeds authorized access, and by means of such
conduct, obtains, alters, damages, destroys, or discloses Information or prevents authorized use of cata or a computer owned by or operated for the
Government of the United States shall be punished by a fine under this title or imprisonment for not more than 10 years, or both. All activities on this
system and network may be monitored, intercepted, recorded. read, coplied, or captured in any manner and disciosed in any manner, by autherized
personnel. THERE IS NO RIGHT OF PRIVACY IN THIS SYSTEM. Systern perscnnel may give to law enforcement officials any potential evidence of
crimes found on this USDA computer system, USE OF THIS SYSTEM BY ANY USER, AUTHORIZED OR UNAUTHORIZED, CONSTITUTES
CONSENT TO THIS MONITORING, INTERCEPTION, RECORDING. READING, COPYING, OR CAPTURING AND DISCLOSURE, REPORT
UNAUTHORIZED USE TO AN INFORMATION SYSTEMS SECURITY OFFICER. Click Accept if you agree to this security statement and would like to
continue. If you click Decline, you will not have access to the system.

3. Enter a name for the new database that will be created in the Database
Name box.
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4. Enter a password for the new database in the Database Password field.

5. Confirm the Database Password.

6. Enter the User Name for the Account Manager account.

NOTE: The system will auto-populate "ad." at the beginning of the user name.
The Account Manager account must contain the ad. prefix.

7. Enter the First Name for the user account.
8. Enter the Last Name for the user account.
9. Select the Unit ID for the user account.

10. Enter a Password for the user account.

NOTE: Passwords must be 12 or more characters in length and must include at
least one alpha, one numeric and one special character. Passwords cannot be a
dictionary word and cannot match any of the previous 24 passwords that were
used.

11. Enter the password a second time in the Confirm Password field.

12. Click the Save button.

€ we Create Account Manager User
Please create the initial database name, password, and the Inmal Site Account Manager user
Database Name »
Database Password «
Confirm Daladase Password «
i3 UserName =|ad
‘e-ISuite
e. > m First Name =
Site
Last Name
UnitID -
Password »
Confirm Password «
Sawe |
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Completing the Incident Information in the Site Database

Once the database has been set up and the Account Manager has created a
user account with the role of Data Steward (see the section on Adding User
Accounts), the Data Steward can log in to the Site database and complete the
incident information.

NOTE: There are three ways in which to complete the incident
information: Manually; through a ROSS import; or through the use of a
Data Transfer file. Follow the steps outlined in the section titled Add an
Incident to Enterprise to complete the manual process (this process is the
same in Enterprise and Site). See the appropriate sections for further
information on the ROSS Import and Data Transfer processes.

Adding Accounting Codes

1. Select the Accounting Codes tab to add Accounting Codes to the
Incident.

NOTE: Until the Incident information is saved, the Accounting Code tab will not
display.

2. Click the Add button above the Accounting Code grid.
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Aud Incident | Add incident Group | Edit Incidentinciient Group | Delete Incidenttncice

Incident Name:

Incident Number: US-OR-500S-893828

F

;
l

Accounting Code Agency

Inckdent Detaut ||
AgENCy * -
Accouning Code +

Accrual Accounting Code

3. To set an accounting code as the incident default, click the checkbox to
select the Incident Default.

4. Select the Agency from the Agency drop-down list.

NOTE: An Agency is required. An Accounting Code cannot be defined until an
Agency is selected

5. Enter the Accounting Code.

6. To assign an accrual accounting code to the accounting code for Cost
purposes, select the code from the Accrual Accounting Code drop-down list
which is populated with all accounting codes entered for that incident.

7. If USFS or FED is selected in the Agency field, a Region/Unit drop-down
list is available. Select the appropriate region or unit code from the list.

NOTE: The Region/Unit is NOT required. If a Region/Unit is selected, it prints on
the OF-288 in Block 3.

8. Continue adding accounting codes until all accounting codes have been
entered.

9. Click the Save button.
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I
NOTE: All Accounting Codes entered for an incident will be available to assign to
a resource, for use in posting time and recording costs appropriately. See Check-
in, Time and Cost for further information.

NOTE:
e The first Accounting Code assigned to an incident is marked as the Default.
A checkmark will display in the Accounting Codes grid under the Default
column.

e The Incident Default cannot be unchecked and saved unless a new
Accounting Code has been entered and designated as the default.

e The same Accounting Code can be the default code for multiple incidents.
e Agency has to be selected prior to entering an Accounting Code.
e The same Accounting Code cannot have different Agencies assigned.

¢ |If there are no Accounting Codes defined for the Incident, the Accrual
Accounting Codes drop down list will be blank.

e The User can still manually enter an Accounting Code even if it is in the
drop down list.

¢ If an Accounting Code has been assigned to a Resource or used in any
time postings, the system will prevent the user from deleting the Accounting
Code.

e The same Accounting Code can be added to multiple incidents.

e |If the Event Type selected is Fire - Wildfire Fire, the Agency list will only
show FED and not individual fire agencies.

e The system will show a message if the accounting code for one incident is
duplicated for other incidents. The system will not prevent use of the same
accounting code, only issue a warning.
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Edit an Incident

Follow the steps in this section to edit an existing incident in Enterprise and Site:

INOTE: Only users with a Data Steward Role can edit Incidents. |

1. From the Home page click the Incidents button.

ISuite

Enterprise

Welcome to

Qr’ Incidents

USER INFORMATION MESSAGE BOARD

2. The Incidents grid will display.

3. Select the Incident to edit and click the Edit Incident/Incident Group
button.

NOTE: In Enterprise if an Incident Group is selected instead of an Incident, the
system will display the fields for editing an Incident Group. See the Manage
Incident Groups section for more information about Incident Groups.
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3 Delete Incidentincident Group | RO

Incident Name: RIVER

Event Type thF State *(MT Ll
Incident Name + |[RIVER | statDate +051182014 | [
Incident Number | oot code End Date | [
UnitiID x[p.n' 8DF ) Description
Number *[003810
US-MT- BDF-003310
Incident Jurisdiction #|USFS .| ROSSID
User Name First Name Last Name
| | | o~
- B - ’
- - — -
-

Edit the Incident data as desired.

To edit the User Account List in Enterprise, select Add User or Add Users
from User Group and make the appropriate changes to user's access to
the Incident.

NOTE: To remove a User from the User Access List, select the User and click
Remove User.

6.

Select the Accounting Codes tab to edit Accounting Codes assigned to
the Incident.

Select the Reference Data tab to edit Reference Data specific to this
incident. (See Reference Data for details).

Click the Save button.

Incidents Page 15 of 60



(fe-XSuite

R E——
Deleting an Incident

Follow the steps in this section to delete an incident from Enterprise:

INOTE: Only users with a Data Steward Role can delete Incidents. |

NOTE: The user can only delete incidents that do not have critical data
associated with them (e.g., time postings).

1. From the Home page click the Incidents button

Welcometo /‘e-ISuite

Enterprise

2. The Incidents grid will display.

3. Select the Incident to delete and click the Delete Incident/Incident Group
button. Only one Incident can be selected at a time for deletion.

Sejected Incident: GHIMY GL

oup Delete incidentincident Group DROSS Import | Fi

Incident Name: GRIMY GULCH

4. A confirmation message will display.

Do you really want to remove the Incident?

I Yes | [ No |

5. Click Yes to delete the incident.
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Restoring an Incident

Site

Ensure that either the auto back up option is selected, or the database is being
backed up manually on a regular basis. If there is a problem with a database or it
becomes corrupted for some reason, a back-up copy may be the only option to
restore the database. The Account Manager role has access to Database
Management options. Refer to that section in Site Account Manager.

Enterprise
Currently, there is no option to restore an Enterprise incident database. Call the

IIA Helpdesk at 866-224-7677 if there is a problem with a particular incident that
cannot be resolved.
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Adding User Accounts
Site

After an Account Manager initially establishes an incident in Site, they can then
create the user accounts. All user accounts created in a Site database have
access to all of the incidents in the database.

See Account Manager User Guide for further information on creating, editing
and deleting user accounts.

A user account must be created for each user in the Site database, even if that
user already has a user account for Enterprise. A user account created in the
Site database is not associated with any user account in Enterprise, and cannot
be used to log into Enterprise.

A user account can be disabled or deleted, depending on whether the user has
logged into the system using that account. If a user has logged into the system
with a user account, that user account cannot be deleted, but it can be disabled
by an Account Manager. If a User Account is disabled, the user can no longer log
into that User Account until it is enabled by the Account Manager. A user account
can only be deleted if a user has not used that account to log into the system.

Reset Password

See Account Manager User Guide for more detail on resetting passwords for Site
user accounts.

Enterprise

NOTE: Only user accounts established and verified through the NAP can be
added to the Access List for an incident in Enterprise. See the information in the
IAccount Manager User Guide for further detail on how to request a NAP account.

See Account Manager User Guide for further detail on adding, editing and
deleting user accounts in Enterprise.
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Adding a User Account to an Incident in Enterprise

After an Account Manager has added a user account(s) to the Enterprise system
from NAP and assigned the necessary roles, a user with the Data Steward role
can add the user account(s) to the User Access list for an incident. The User
Access List screen only pertains to single incidents, not incident groups and only
single users or an entire user group (not specific individuals within that group).
See Adding Users from User Group to a Single Incident.

The Data Steward can access the User Access List tab by clicking the Add
Incident button or selecting an incident in the incident grid, then clicking the Edit
Incident/Incident Group button.

On the Incident screen under the User Access List tab:

1. Select Add User.

l Add Users from User Group | ( Remove User
——
User Name i First Name T Last Name

| .
camie ®
AK-AFMX
UT-uso
CA-TNF
CA-TNF
UT-Uso

: ""'&\“M W AP . b . .‘h“‘w
2. A pop up window will display with a list of user accounts.

3. Select the user account(s) desired.
4. Click Add User(s).

5. Click on the x in the upper right hand corner to close the window.
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6. When the Data Steward adds user accounts from the pop-up window those
accounts will display in the grid under the User Access List.

7. Click the Save button.

Add User(s) to incident x:
User Mame First Name Last Name Uniz 1D
| - - -—
- . -
| Add useris) !

St N *.:F.‘a-“‘t _’..‘..:_ BN g ’-dl

INOTE: A user account can be added to multiple Incidents in Enterprise. |

NOTE: The creator of the incident is automatically attached to the incident as a
user; however, any additional roles must be assigned by an Account Manager.
The User that created an incident cannot be deleted from that incident.

Removing a User Account from an Incident in Enterprise

On the Incident screen under the User Access List tab:

1. In the grid highlight the user account to remove.

2. Select Remove User.
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| Add User | | Add users from User Group | gove US;;J

\Y/
User Name First Name Last Name
s |
u l =

- - como uT-uso
UT-Uso

"o . - uT-uso )

3. Click the Save button.

NOTE: A user account that has been removed from the Access List for an
Incident in Enterprise is not removed or deleted from the NAP. The user account
remains in the NAP, and if active, it can be added to other Incidents in
Enterprise.

Adding Users from User Group to a Single Incident

Using the User Access List option, the Data Steward can add a pre-defined
group of users to a single incident. The Data Steward cannot act on individuals
within this pre-defined group of users, only the entire group. Once the "group”
has been added to the User Access List, it will show all the individuals within the
group. At that point the Data Steward can act on individual accounts.

On the Incident screen under the User Access List tab:

1. Click Add Users from User Group tab.
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User Name First Name Last Name

- - v — uT-uUso

2. Select a group(s) from the Add User Group Users to Incident Access
List screen.

3. Click Add User Group Users button.

4. The group name will not appear in the User Access List grid. The list of
individuals belonging to that group will be listed in the grid.

Group Name

5. Click Save.
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See Adding User Groups section for further details on creating a User Group.

Reset Password in Enterprise

Because the user accounts are created at the NAP, the password must be reset
through the NAP web page: http://nap.nwcg.gov. The user must access the NAP
web page and follow the process to change their password. Passwords cannot
be reset in the Enterprise system.
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User Group Overview

The purpose of a User Group is to provide quick and easy access to a set of
User Accounts with associated roles. The User Accounts will be treated as
individual accounts.

e Adding User Groups

e Editing User Groups

e Deleting User Groups
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Adding User Groups in Enterprise

User/User Groups:

The Data Steward provides incident access to Users. The Data Steward can also
create User Groups. These groups can be made up of users who consistently
need access to specific incidents. This could be local dispatch office personnel,
expanded dispatch personnel, incident management team members. Instead of
adding each user individually to each incident, all those individuals can be
grouped (e.g. dispatch group, IMT group, etc.) and added to an incident as a
User Group.

NOTE:
e Non-Privileged Users can be added to User Groups.
e Privileged Users cannot be added to a User Group.
e The Name of a User Group must be unique.
e Users in a User Group cannot be duplicated.
e If a User Group is removed, the Users are not removed from the system,
only from the Group.

e The Data Steward is automatically listed as a user under any incident or
Incident Group they create.

e The Data Steward cannot be deleted.

Follow the steps in this section to add a user group to Enterprise:

INOTE: Only users with a Data Steward Role can manage User Groups.

1. From the Home page click the Incidents button.

-

ISuite

Enterprise

Welcome to

QT) Incidents
USER INFORMATION MESSAGE BOARD

P Y T

2. Click on the drop down arrow next to the Incidents menu button and select
the User Groups option.
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3. Click the Add User Group button.

Add User Group | Edit User

4. Enter the Group Name.

Group Namesr

5. Click the Add User button to view a dialogue box with a list of available
users.
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Add User i
User Hame First llame | Last llame
| | |l I
/4
; iy

6. Select the user accounts to add to the user group from the grid that
displays. Enter search criteria into the filters above the columns to easily
find the user accounts.

7. Click the Add button on the Add User(s) to User Group window to add the
selected user accounts to the user group. Multiple users can be added at
the same time.

8. Click "x" to close the window.

9. Click the Save button on the User Group screen to save the User Group.
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Editing User Groups in Enterprise

Follow the steps in this section to edit a user group in Enterprise:

INOTE: Only users with a Data Steward Role can manage User Groups.

1. From the Home page click the Incidents button.

ISuite

- Enterprise

USER INFORMATION

2. Click the drop down arrow next to the Incidents menu button and select
the User Groups option.

3. Select a User Group listed in the Group Name grid. This automatically
activates the Edit User Group button and puts the user in Edit mode.

4. The User Group information displays in the detail area on the right of the
screen.

5. If desired, change the User Group name by entering a new name into the
Group Name field or editing the existing name.

6. To add a new user account(s) to the user group, click on the Add User
button. Highlight the user account(s) and click the Add button. This will add
the user(s) to the User Group Users grid.
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7. Click "x" to close the pop up window.

8. Toremove a user account from the user group, select the user account and
click the Remove User button. The user is removed.

NOTE: Removing a user account from the User Group does not remove the
User Account from the e-ISuite system. This only removes the user account

rom the User Group. If the user account has logged into an incident in the group,
it cannot be removed. Instead, the user account can be disabled by the Account
Manager.

9. Click the Save button to save any changes made to the User Group.

T s e o [ s o [ o s

GroupName » ‘ TESTDOC

| Asauser | | Remowe User

User Name First Mame Last Mame Unit 1D

| ,
| atem - e uTse
\

|
|
I
I
|
e
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Deleting User Groups in Enterprise

Follow the steps in this section to delete a user group in Enterprise:

INOTE: Only users with a Data Steward Role can manage User Groups. |

1. From the Home page click the Incidents button.

-~

ISuite

© Enterprise

Welcome to

2. Click the drop down arrow next to the Incident menu button and select the
User Groups option.

3. Select the User Group to delete.

4. Click the Delete User Group button.

p | Edit User Group El Delete User Group I
.

5. A confirmation message will display.

6. Click Yes to remove the User Group.
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Do you really want to remove the User Group?

| ves || wo |

NOTE: Deleting a User Group will delete the entire group. All the users are
returned to the general user list. No users will be deleted from the system. The
User Group name will be deleted from the system.
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Reference Data Overview

NOTE: Until the Incident information is saved, the Reference Data tab will not
display.

Non-Standard Reference Data

NOTE: Standard Reference Data for the e-ISuite application is the default data
that applies to all incidents in Enterprise and Site. This data is managed by a
privileged user account with the Global Reference Data role.

Non-Standard Reference Data is unique incident information for a single
incident or a single incident within an Incident Group. A thorough search of the
default Standard Reference Data should be completed before a decision is made
to add Non-Standard Reference Data. The Data Steward role can add, edit and
delete Non-Standard Reference Data.

NOTE: Reference Data is not a menu item available to Incident Groups. It is
available to the individual incidents within an Incident Group.

Agencies, Unit IDs, Jetports and Item Codes can be added as Non-Standard
Reference Data. When the user selects any of these tabs, a list of active,
Standard Reference Data displays.

Above the grid, there are two checkboxes labeled Standard and Non-Standard.
To view only Standard Reference Data, uncheck the Non-Standard checkbox. To
view the Non-Standard Reference Data only, uncheck the Standard checkbox
and make sure the Non-Standard checkbox is checked.
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Non-Standard Reference data cannot duplicate a Standard Reference Data
item. If a user enters a code that duplicates Standard Reference Data, the
user will receive a message that the data they are trying to enter will not be
saved.

Agencies

Add a Non-Standard Agency

1. Select an Incident (or continue adding information to an incident that is
already selected).

2. Click the Agency button.

3. The screen will default to Add Agency.

4. Enter the Agency Code (limit of 4 characters).

5. Enter a Description of the Agency.

6. Select the appropriate Agency Group from the drop down list.
7. Select the appropriate Rate Group from the drop down list.

8. Click the Save button.
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Edit a Non-Standard Agency
1. Highlight an Agency in the grid to edit.
2. Click the Edit Agency button.
3. Edit the information as needed.
4. Click the Save button.
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Delete a Non-Standard Agency

1. Highlight an Agency in the grid to delete. Only one code can be deleted at a
time.

2. Click the Delete Agency button.
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3. When the Confirmation message displays, click Yes to delete the Non-
Standard Agency.

4. Click the Save button.

If a Non-Standard Agency is being used at an incident, the Agency cannot be
deleted. The user will receive a notification that the code is in use.
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Unit ID's

Add a Non-Standard Unit ID

1. Select an Incident (or continue adding information to an incident that is
already selected).

2. Click the Unit ID button.

3. The screen will default to Add Unit ID.

4. Enter the Unit ID.

5. Enter a Description.

6. Select the Agency Code from the drop down list.

7. If thisis a local Unit ID, click the Local checkbox to display a check mark.
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Edit a Non-Standard Unit ID
1. Highlight a Unit ID in the grid to edit.
2. Click the Edit Unit ID button.
3. Edit the desired information.

4. Click the Save button.
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Delete a Non-Standard Unit ID
1. Highlight a Unit ID in the grid to delete.
2. Click the Delete Unit ID button. Only one Unit ID can be deleted at a time.

3. When the Confirmation message displays, click Yes or No to delete the
Non-Standard Unit ID.

4. Click the Save button.

If the Non-Standard Unit ID is being used at an incident, the Unit ID cannot be
deleted. The user will receive a notification that the Unit ID is in use.
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Jetports

Add a Non-Standard Jetport

1. Select an Incident (or continue adding information to an incident that is
already selected).

2. Click the Jetport button.
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3. The screen will default to Add Jetport.

4. Enter the Jetport Code.
5. Enter a Description.
6. Select the State in which the jetport is located from the drop-down list.

7. Click the Save button.
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Edit a Non-Standard Jetport
1. Highlight a Jetport in the grid to edit.
2. Click the Edit Jetport button.
3. Edit the desired information.

4. Click the Save button.
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Delete a Non-Standard Jetport

1. Highlight a Jetport in the grid to delete.
2. Click the Delete Jetport button. Only one Jetport can be deleted at a time.

3. When the confirmation message displays, click Yes to delete the Non-
Standard Jetport.

4. Click the Save button.

If the Non-Standard Jetport is being used at an incident, the Jetport cannot be
deleted. The user will receive a notification that the Jetport is in use.
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Add a Non-Standard Item Code

NOTE: Non-Standard Item Codes cannot be duplicated within a single incident.
An Incident within an Incident Group can have duplicate Non-Standard Item
Codes. This occurs when single incidents already have a Non-Standard Item
Code that is the same as another incident, then those incidents are combined in
an Incident Group. The duplicates will remain in the Incident Group because
they originated from different incidents.

Example of Non-Standard Item Codes:

e |ncident #1 has Item Code ABCD - animal counter
e |ncident #2 has Item Code ABCD - bird counter

e These 2 incidents are combined in an Incident Group. Each Item Code
remains within its incident.

e No additional Item Code ABCD can be added to either of these incidents.

¢ Incident #3 is added to this Incident Group. Incident #3 can add Item Code
ABCD - fish counter because it relates only to Incident #3.

INOTE: Item Code data impacts several ICS 209 and Finance calculations. |

1. Select an Incident (or continue adding information to an incident that is
already selected).

2. Click the Item Code button.

3. The screen will default to Add Item Code.

4. Enter the Item Code.

5. Enter a Description of the Item Code.

6. Select the appropriate Section Code from the drop-down list.

7. Select the appropriate 209 Code from the drop-down list. If this field is left
blank, it will be marked as NR (Non-Reportable) and will not be included in
the 209 Report.

8. Select the appropriate Request Category Code from the drop-down list.

9. If this Item Code is involved in Direct suppression activities, check the
Direct checkbox, otherwise leave the checkbox blank.
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12.
13.
14.
15.

16.

17.

18.
19.

Select the appropriate Daily Form Code from the drop-down list. This code
allows the proper Daily Cost screen view to display - Aircraft or All Others.

Enter the number of Units.

Enter the number of People associated with this Item Code.
Select a Cost Sub-Group Category from the drop down list.
Select the Cost Group Category from the drop down list.
Check the Line Overhead box if appropriate.

Check the Subordinate box if this Item Code is a subordinate to another
Iltem Code.

Check the Strike Team/Task Force box if this Item Code is a Strike Team
or Task Force.

Enter a Standard Cost.

Click the Save button.

NOTE: After adding an Item Code, add a cost rate to the Item Code on the Cost
Rates screen. If the user does not add a rate to the Iltem Code, the rate will
default to 0.00.

aczyema s )

Edit a Non-Standard Item Code

1.

Highlight an Item Code in the grid to edit.
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2. Click the Edit Item Code button.

3. Edit the information as needed.

4. Click the Save button.
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Delete a Non-Standard Item Code

1. Highlight an Item Code in the grid to delete. Only one code may be deleted
at a time.

2. Click the Delete Item Code button.

3. When the confirmation message displays, click Yes to delete the Non-
Standard Item Code.

4. Click the Save button.

If a Non-Standard Item Code is being used at an incident, the Item Code cannot
be deleted. The user will receive a notification that the Item Code is in use.

Incidents Page 42 of 60



SR BB REBERESR
BN R R E R E D

,.
L
2

et e . A e e R .l e M . i

Incidents Page 43 of 60




Incident Groups Overview

An Incident Group allows multiple Incidents to be grouped together in Enterprise
in order to manage those Incidents as if they were a single Incident. Creating an
Incident Group allows a user to share data between the different incidents for
resources (e.g., posting time to an accounting code for an incident to which the
resource is not assigned). These multiple incidents can be managed quickly and
easily from a single point of reference.

When an Incident Group is selected, the user can either choose to manage the
incidents separately or manage them as a group. To manage the incidents as a
group, check the Manage as Group checkbox (upper right hand corner). This will
provide a "flattened” view of all resources assigned to all incidents within the
Group. To manage the incidents separately, uncheck the Manage as Group
checkbox and select an incident from the drop-down list that displays next to the
Manage as Group checkbox. This will cause the system to display only the
resources assigned to the selected incident.

When Manage as Group checkbox is selected, the following will occur within the
system:

e A Select Incident field is added to the Common Data area when adding or
editing a resource. This field allows the user to select the incident to which
the resource is assigned.

e The accounting codes for all incidents in the Incident Group will display in
the Accounting Codes drop-down list in both the Common Data area and
the Time Posting area.

e All resources for all of the incidents in the Incident Group will display in all
resource lists.

NOTE: Only those users with User Accounts in the Users Assigned to Group list
can select the Incident Group in Enterprise.

The following buttons become active:

e Adding Incident Groups

e Editing Incident Groups

e Deleting Incident Groups
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Add Incident Groups

Follow the steps in this section to add an Incident Group to Enterprise:

1. On the Home page, click the Incidents button.

ent Group Info | —
3. The Incident Group Info screen will display.

4. Enter a Group Name for the Incident Group.

Group Name =

f P Yy *._M'ﬂ‘ e AP ’*" ‘atanminthon, o ottt g “)

5. Click the Incidents in Group tab, click the Add Incident button.
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Incident & Incident Name incident Event Type

6. Select the Incidents to include in the Incident Group.

Id Incidentis) to the 1 Group %
Step 1. Select Incidents 10 add to the Incident Group

Incident # Incident Name Incident Event Type Start Date Jurisdiction

7. Click the Next button.

8. Select the Primary Incident for the Incident Group. The Primary Incident
settings will be used on all other incidents in the group.
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9. Click the Next button.

10. Review the Non-Standard Reference Data Conflicts.

NOTE: When adding two or more incidents to a group, it is possible there will be
conflicting information in the Non-Standard Reference Data. These conflicts will
be identified on the Non-Standard Reference Data report. If there are duplicate
Non-Standard Codes, the system will display both codes in all lists that include
the Non-Standard Codes. For example if the Valley incident has a Compl code
that is defined as Laptop and the Rocky Mountain Incident has a Comp1 code
that is defined as Compresses, the system would display both codes, with the
description next to the codes. The user can either cancel the process of adding
incidents to the incident group and fix the issues or continue with the process and
fix the issues after the incidents are added to the incident group.

11. To preview and then print the conflict report, select the Preview/Print
Conflict Report button.

12. Click the Next button to add the incidents to the Incident Group.

13. Click the Save button to save the Incident Group.
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Assigning Users to the Incident Group

1. To assign users to an Incident Group, select the Incident Group from the
Incident grid.

2. Select the Users assigned to Group tab.
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3. Click the Add Users button to add individual users to the Incident Group
from the Add User(s) to Incident Group screen.

4. Select one or more User Accounts to add to the Incident group list.
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5. Click the Add button.

6. Once all users have been added, click x to close the pop-up window.

NOTE: If User Groups are defined in the system, they can be added to the user
list by clicking the Add Users from Group button, selecting the User Group and
then clicking the Add User Group Users button in the pop up window that
displays.

7. Click Save to save the changes.

| Add User(s) 1o Incident Group x |

User Name First Rame Last Name Upet 1D
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Add Users from Group to an incident group.

1. To assign users from a user group to an incident group, select the Incident
Group from the Incident grid.

2. Click Edit Incident/Incident Group.
3. Select the Users assigned to Group tab.
4. Select Add Users from User Group tab.

5. Select a group(s) from the Add User(s) from User Group to Incident
Group screen.
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6. Click the Add user Group Users button when group(s) has been selected.

7. Click the Save button.

NOTE: Individual users from the group(s) will be listed in the user grid. The User
Group name will not appear. Action can now be taken on individual users by the
Data Steward.
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Remove Users from an Incident Group

1. Highlight the users(s) to remove from the grid list.
2. Click Remove Users.

3. Users are removed from the list.

Notes on Incident Groups:
e The same incident cannot be added to multiple incident groups.

e Only user accounts in the incident group User Access list can access the
incident group and incidents within the group.

e When an incident is added to the incident group, the user access list for the
individual incident is no longer valid and will be overwritten by the access
list for the incident group. Users from the Incident will automatically be
added to the access list for the incident group.

¢ When an incident is removed from an incident group, that incident remains
in the system as an individual incident. It is no longer part of the incident
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group.

¢ An incident can only be removed from the incident group if that incident has
no cross-over data with the other incidents in the incident group (e.g., time
postings to an accounting code for another incident in the group).

e When an incident is removed from an incident group, the user access list
for the removed incident is the same as for the incident group. Once
removed, the access list can be edited for that incident.

e Settings for all incident financial documents (e.g., reports, non-standard
reference data, etc.) are appended to the group.

¢ Only Non-Privileged Users can be added to Incident Groups.

e When a new Incident Group is created, one of the incidents in the new
group must be identified as the Primary Incident:

e A Primary Incident must be selected when a group of incidents is
saved as an incident group.

e Settings menus for several functions (Check-In, Demob, etc.) can
only be set for single incidents, therefore in an incident group - one
incident must be selected as the Primary Incident. The Primary
Incident settings will be used on all other incidents in the group.

e To remove a Primary Incident from the group, all other incidents in the
incident group must first be removed. The group will, in essence, be
de-grouped.

e The integrity of any data used in the IAP program forms for any
incident in an incident group will be maintained if any of the group
incidents are removed.

e |If there are Non-Standard Reference Data conflicts with an incident that is
added to an incident group, a screen will display that lists all the Non-
Standard Reference Data Conflicts. Print a conflict report or save the report
prior to resolving all conflicts.

¢ Once an incident group is created, the name of the Incident Group will
display in the top right-hand corner of the screen. When the group is being
managed as one, the Manage as Group checkbox will be checked. When
Manage as Group is checked, all resources for all incidents in the group will
display in the resources grid.
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e When a user checks the Manage as Group checkbox, the system adds a

field to the Common Data area that allows the user to assign a specific

Incident to the Resource.
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Editing Incident Groups

Follow the steps in this section to edit an Incident Group in Enterprise:

1. On the Home page, click the Incidents button.
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2. Select the Incident Group to edit.

3. Select the Edit Incident/Incident Group button.

NOTE: To see the incidents in an Incident Group, click on the arrow next to the
Incident Group name in the Incident grid. This will open a tree view of the
incidents.

NOTE: If the user selects an incident in the incident group and clicks the Edit
Incident/Incident Group button, the system will open the Edit Incident screen,
rather than the Edit incident Group screen. The user must have the actual group
selected to edit the group.

4. Edit the Incident Group Name if desired.

5. When needed, add Incidents to the Incident Group by clicking on the
Incidents in Group tab.

6. Click the Add Incident tab.

7. Select the incident(s) to add.

8. Click the Add button.

9. Click the "x" to close the window.

10. Click Save.
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11. To remove incidents from the Incident Group, click on the Incidents in
Group tab.

12. Select Remove Incident.

13. Click Save.
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Users Assigned to Group tab
See Add Incident Group, Users assigned to Group for more information.

NOTE: Incidents can only be removed from the incident group if that incident has
no cross-over data (e.g., time postings to an accounting code for another incident
in the group). If there is cross-over data, the system will not allow the user to
remove the incident from the group.

NOTE: If the user removes an incident from the incident group, that incident will
remain in the system, but is no longer part of the incident group.

14. Click Save to save the changes to the Incident Group.
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Deleting Incident Groups

Follow the steps in this section to delete an Incident Group in Enterprise:

NOTE: A user must first remove all incidents from the incident group prior to
deleting the incident group. Incidents can only be removed from the incident
group if that incident has no cross-over data (e.g., time postings to an accounting
code for another incident in the group). If there is cross-over data, the system will
not allow the user to remove the incident from the group.

NOTE: When an Incident Group is deleted, only the group is deleted, the
incidents that had been included in the group will remain unchanged in the
system.

1. On the Home page, click the Incidents button.
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2. Select the Incident Group to delete.
3. Select the Incidents in Group tab.

4. Remove all incidents from the incident group by highlighting them and
selecting Remove. Only one incident can be removed at a time.

5. After all of the incidents are removed from the incident group, click the
Delete Incident/Incident Group button.

6. A confirmation message will display.

7. Click Yes to delete the Incident Group.
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Do you really want to remove the Incident Group?
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View/Hide Incidents

Follow the steps in this section to View/Hide Incidents in Enterprise:

1. From the Home page click the Incidents button.

Welcometo ‘e-ISuite

- Enterprise

USER INFORMATION MESSAGE BOARD

2. The Incidents grid will display.

3. Under the Incidents button on the toolbar click the Customize Data View
icon.
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4. The Customize User Data window displays.

NOTE: Incidents that will display on the Incidents screen are listed in the
Included List grid.

5. To hide an Incident:
a. Select an incident in the Incidents List.
b. Click the > button to move the incident to the Excluded list.
c. Click the Save button.

6. To display a hidden incident:

a. Select an incident in the Excluded List.
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b. Click the < button to move the incident to the Incidents List.

c. Click the Save button.
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